
How to migrate your EWS Exchange Interop to Graph API 



INFORMATIONS

Microsoft has announced that it will be removing impersonation scopes from Exchange Online by February 2025.It will 
be necessary to migrate your Exchange interop to Graph API mode. 

Once your interop is in Graph API mode, the impersonation scope configured on the service account will no longer be 
necessary and can be removed.



How to check if my Interop Exchange is in EWS mode ? 

You must be a Cloud_Admin on Instant Booking to perform this action.

Go to Instant Booking administration -> Interop section 
https://<CLIENT_URL>.sharingcloud.net/ib/<CLIENT>/portal/admin/#interop_sync

Click on the Exchange interop name and check the selected API mode. If the mode is EWS, change the API Permissions 
in the Azure AD application to remove the EWS Access right and add the new rights via Graph API.



• Go to your Azure active directory portal and click on App Registrations :

https://aad.portal.azure.com

• Click on Azure Active Directory

• Then click on App Registrations

SEARCH FOR MODERN AUTH SHARINGCLOUD APPLICATION

https://aad.portal.azure.com/


SEARCH FOR MODERN AUTH SHARINGCLOUD APPLICATION

You need to search for the SharingCloudModernAuthExchange application, which should normally exist in your Azure

If you can't find the application with this name, you can look in the 
interop configuration for the application ID of the AZURE AD app 
registration created when the interop was created.



In the app registration you should have this configuration. 
The EWS.AccessAsUser.All right should be removed once the mode migration has been completed and 
the right is no longer required.

  

You now need to add the new API Permissions shown in the following slides via Graph API.



• On API Permissions, click on "Add a permission"

UPDATE APPLICATION MODERN AUTH



• On Microsoft APIs tab, click on Microsoft Graph.

UPDATE APPLICATION MODERN AUTH



• Select delegated permissions
• Then in Permission list :  

• Go to Calendar
• Check Calendars.ReadWrite : Allows the app to 

create, read, update, and delete events in user 
calendars

• Check Calendars.ReadWrite.Shared : Allows the 
app to create, read, update and delete events in all 
calendars the user has permissions to access. This 
includes delegate and shared calendars

• Go to Place 
• Check Place.Read.All : Allows the app to read 

company places (conference rooms and room lists) 
set up in Exchange Online for the tenant

• Go to User (this should be check by default)
• Check User.Read : Allows users to sign-in to the app 

and allows the app to read the profile of signed-in 
users. It also allows the app to read basic company 
information of signed-in users

• Click on Update permissions.

UPDATE APPLICATION MODERN AUTH



• Then click on Grant admin consent for the application, and confirm in the popup displayed

UPDATE APPLICATION MODERN AUTH



To allow Instant Booking to create Teams Meetings 

• On API Permissions, click on "Add a permission"

OPTIONAL for Teams meetings creation



• On Microsoft APIs tab, click on Microsoft Graph.

OPTIONALOPTIONAL for Teams meetings creation



• Select delegated permissions
• Then in Permission list :  

• Go to OnlineMeetings
• Check OnlineMeetings.ReadWrite : Allows the app 

to create, read, update, and delete events in user 
calendars

• Click on Add permissions.

OPTIONAL for Teams meetings creation



• Grant admin consent for the application

OPTIONAL for Teams meetings creation



SWITCH API MODE INTEROP

You need to change the API mode to Graph API 
and change the server address to 
graph.microsoft.com, then save.



EXCHANGE INTEROP CONNECTION

Once the interop has been switched to Graph API mode, click on the next button to generate an 
authentication code for the device code flow. Retrieve the code provided for the next step.



VALIDATE YOUR DEVICE CODE

• Go to https://microsoft.com/devicelogin
Access the URL through a private window. This will prevent the 
code validation with your own account.

• Enter the code

https://microsoft.com/devicelogin


• Login by using service account you use for authenticate SharingCloud client to Exchange. 

• Once the authentication is done. You can close Windows and return to Instant Booking Interop administration.

VALIDATE YOUR DEVICE CODE



COMPLETE CONFIGURATION

You need to click on Get modern auth token for refresh token

To test the interop connection, click on the interop name and scroll down to 
the bottom of the configuration, then run the test. The result should be OK



Once you have checked that the interop test is OK with the Graph API mode, launch a 
full synchronization.
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